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The National Telephone cooperative Association (tlNTCAtI)

submits these comments in response to the Notice of Proposed

Rulemaking, FCC 93-496, released by the Commission on December 2,

1993, in the docket captioned above (lfHfBHIf ). In this

proceeding, the Commission is examining policies and rules with

regard to toll fraud and its prevention. NTCA is a national

association of approximately 500 small local exchange carriers

("LECstl) providing telecommunications services to subscribers and

interexchange carriers (tlIXCstl) throughout rural America.

Law abiding customers and recognized carriers are already

motivated to work together to combat fraud. Reduction in fraud

collectively benefits all carriers and legitimate customers. The

telecommunications industry already has several voluntary forums

and work efforts underway to address fraud.' NTCA members,

further motivated by their local ownership, control and service

to their customers, are already committed to minimizing the fraud

risk to which their customers are exposed. NTCA member companies

, See, A cooperative Solution to the Fraud that Targe~~
Telecom Systems, Toll Fraud Prevention CO~~~e~~o_r_k~~~r_[)
Operations Forum, a copy of which is attac~BCD E '
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attempt to educate, inform, and protect their subscribers and

themselves to the degree at which their involvement in the

network and industry allows. Small and rural telcos will

continue to participate in fraud reduction efforts.

The magnitude of the current fraud problem is in part

attributable to the rapid changes in the telecommunications

industry including rapid introduction of new technology,

conversion to customer ownership of CPE, and the large number of

new service providers. NTCA welcomes the Commission's attention

to the issue and believes the Commission can play a valuable role

in assisting in developing a cooperative approach within the

industry. This role will be most effective if the Commission's

efforts are focused primarily on prevention and detection issues,

rather than on apportioning of liability.2 The latter has

considerable potential to increase litigation and reduce

cooperation. The Commission should also consider whether the

objectives of its various regulatory proposals are better served

by reliance on market forces.

2 The Commission's conclusion that tariff limits on
liability are unreasonable without a carrier obligation to warn
customers of risks has within it the potential for extensive
litigation each time a specific type of fraud occurs for which
the carrier could not anticipate the customer's CPE would be
vulnerable. One the other hand a general warning to customers
that criminals are out to steal their service appears more
cosmetic than useful. If the Commission adopts this conclusion
it should specify that warnings and education need not predict
the particUlar form of fraud. In any event, the Commission
should also make clear that the warnings are to be given to
retail customers, and are not required for carrier's carrier
services such as offered by LEC access tariffs.

2
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In regard to LIDB fraud, NTCA agrees that users as well as

providers of LIDB service have an obligation to contribute to

fraud control and prevention. 3

To the extent it is practical for LIDB providers, IXC provision of

the originating and called numbers would permit additional fraud

control efforts. It does not appear that there is any need for the

Commission to mandate such actions, however, since they will be in

the interest of the parties involved.

NTCA also agrees with the Commission that it would be

difficult to develop a general rule on assignment of liability

because of the unpredictable variations in factual patterns. 4 LECs

should continue to be able to rely on the jUdicially sanctioned

limitation of liability provisions in their tariffs.

3

4

NPRM, Para. 36.

NPRM, Para. 39.

3
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IV. CONCLUSION

Fraud is a rapidly growing threat to the integrity of the

nation's telecommunications system. The commission's "good

offices" can play a valuable role in finding ways for otherwise

fiercely competitive carriers to cooperate in fighting a common

enemy. The lightest possible regulatory hand by the Commission

will ensure the success of this cooperation.

Respectfully submitted,

NATIONAL TELEPHONE COOPERATIVE
ASSOCIATION

By: SL EW...Ik.-r!vBy: t2~~
Steven E. Watkins David Cosson
Sr. Industry Specialist (202) 298-2326
(202) 298-2333

Its Attorney

2626 Pennsylvania Avenue, N.W.
Washington, D.C. 20037

January 14, 1994
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-local telephone companies
- kmB c:tiItanc:e carriers
-law enforcement agencies
-lepJators
-insurers
- consumer/user groups.

1---

TFPC POsmON PAPER ON"X REMOTE ACCESS ntAUD

The TaD Fraud PrewmtioD CoIIIIDinee of tile Alliance for Te)ecommUDications
~ SoJu*- (foimerly the BPssp Carrier Standards AIIoda~ has
nmewect the problem of remote~ fniId at PJi!ate branch excbanaes XI),
voice mail ¥Mil., ... adler~ pt- ' • equipmeDt (CPE). SueD fraud is a
serious liability for 1-"1 custoJDen (iDd CJIIIer CUItOmen) of telecommunications
services,~ ill b\llldreds of D1.ilIiC* ofdolan of Joaes annually. To date, no on.e
can say with any confkIence that a solution baa been found, or that the problem IS

under control.

Remote access fraud iIMIMI*,&-_12'., #1. PBX or other CPE by one or more
unauthorized c:aDen, typically the ,...,.. of pm. access to restricted
information or to DetMJrk f8ciIitieI wIIeIe tile defrauder cannot be chaIpd for
~ caDs•. PBX I-.ote. aa:eu fIaud ill_.~. ..1.ed for. "caD leD" operations,
where~ pay ...... to'" I) UJd .. to iDtemational destinations.

~;:.=:=c;:,:f.'i\"==l=~-==thousands of . in the taD ...... ,.d.norkL Criminals have a sipificant
incentive, consequently, to penetrate teJecommanicatioDs equipment for remote access
fraud.

In analyzinJ tbiI 1Jl'QbIe.1ID the TFPC...... tbat there are ID8DY actual or poteJ!daI.•
participants in¥oMd ill PI'OYidinI CPB of~ type to telecommunications UIeII. It is
reuonable to apect that eaCh party wi! act reIpOIIIibly when providiDI IlICh
equipment, to eMUre dlat appropriate .ecurity 'pm remote access fraud is included.
The TFPC idendfied the foRowing as industIy IeJDleDti that are involved in this issue:

- the bUlineu owner
- the consultaDt
- sales Ir. inItaDation firms
- original equipment manufacturers
- manufactUrers ofadjunct

equipment
- marketen of IeCODdary or

refurbilbed equipment

Many of theIe ....... may be involved in an iDdMduaI CPE confiIuration. The
typical.' PBX~ tbrouP IDIJI)' ~ps: a Deeds. 1NeMlDelJt, equipment evaluation,
purchase deaaioD,~t~ instaDation and~ maintenance, . I
use, and eventual remement/repJacement. Thus, it faIJI to many parties to =te
the .~ !Jf a telecommunications environment at progressive steps in the
eqwpment I life cyde.

With this dilbibutioll of ~bitity, security is often~. TbiI simptifies
enormously the talk ofdefraUders, who penilteDtJy loot for CPE with Ju security to
use for their iDepJ puI'JJ(!lIeI. It is neceaary to streII that the business owner, the
owner or lessee of the CPE, has the primary and paramount care, custody, and
control of the CPE.

".1
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TI'PC POSITION PAPER PBX ACCESS FRAUD

The owner has the reIpODSlbiJity to protect this asset, the telecommunications
system,~ 81 weD as other fiDancia1 8IIetI of the business. The PBX ~ vital to
the busiDels's health, IiDce vir"'" ..., balill. IUJ'YiveI aIId ...... by
communicatiDg~ other businesses aDd CUItOmers. Abuse of the PBX by hackers,
e¥eD to tile CIiII~ of its t.cIiv' , CID amy a Ii......t fiIIanciaI and
operational pea."'. CoDIequcm~, tile b...... owner m\lSt UIUl'e that the PBX
(and the eiItft t.....mumcatiODl eDYironDlent UDder the owner's controJ) is
secure from penetration and abuse. -

It is worth notina that this form of teIeo.......tioBI fralld is a criIIIe. BvIinesses,
whether smaD fDma or la1Je corpora*-, are~. before the law. They also
enjoy tile protICIicIas as 0dIer .:it 'II..,~.JII'OteetioII from ualawful
dillaptian of operatiODI aDd from tbItt. 'FIIereCtn, defrauders of these
corporate citizens should be prosecuted to the full extent of the Jaw.

It is eueDtial, iMrlf••a, that e¥eI'J iDduItay ..... IlIppOn the i8tegration of
security into PBx., wicemail systems, and other CPE. Sollie se.... have a direct
role, as is tile CIIIe .... tile equipJDeIIt __ • :M. aad the iRItalJatioIt firm. Others,
such as JelkJaton and repJators, haw a leu direct, but still impotmDt role in the
CODtrOI of tall· iD a-eraJ, .. rIIIIQIta ... fNud iIl~. The
attaehmoDt to ,.i&ien paper~ tile reemMMDdadoDa Of tile TPPC for
each segment of tile industry. For each there is a minjma] l'eflt*'ement for
preventive ....q,... by acIdititmJ ... that..put)' sboaJdtate. These
recomm~ DOt a1ulUlti¥e of aD pnMJDtive .,., nor wiD those that are
adopted end aeceu fraud. However, they wiD redUce the risb that industry
currently faces.

In the j t of tile TFPC, coardirXOII aDd cooperation are essential to
achieving in this·... ~Dt1y,tbe~~each industry
segment to deliver the maximum protection that it can identify, in supporting
customers of teJecommUDications services.

~es about .. paper .... be c:Iincaed to the ToD Fraud Prevention
CoInmittee Secretary 08 201·740-3573.
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A'lTACBMENT: SUGGESTED AN11-ntAUD D'FORTS BYINDUSTltY SEGMENT

DIPOHsmD.lI1ISOPTBE auSlNal OWNER:

TIleb81ic~ of the buli?. 0 611 iI to adequate raources (time,
talent, ca· . etc.) to tile I8Jediao mQIII .. to ita =~ iIIchacIiDI fraud
pt'tM'ntion,. de........~ It iI_$ I,P-t of~~ buIiness.
The owner must deIMIId that intemaJltaff ..., extemal ptOfeItionaJs, such
as consultants, include security concems in tile uation, design anC:t operation of the
teJecommUDicatioD eD¥ironment for biIIher......

Other e«ona are JiIIIIIIJ J'IIOtIIDmeDderd to tbM· security matehel the.~
placed on efficiency, ...-omy, accomnabillty, etc., • ccmsiderations in PBX and CPE
desipl.

- BnIist JmowIecIIeable profeaioDaJ IUpport (cotIIUItaDtI, security experts) as
needed.

-laelulle 1eCIdy. a prime~tiaIl. the defbdtioD of system and user
needa.
-~_,plln to provide mdy die .: r' ...... requiredlrecu..ed. Other

featureallaOilld be mide knowD, widI CUlb. _btCtious, vufnerabiHties clearly
noted.

-1DchIde ....-tIy..,.,mt in..irttpme........ Ideatify ..~
~ n1llllllill.n to be UI8d. dilDa•.,or..,won rAhud1deit atiuIe.

-DedM.... , ......t an 1IDti-fraud....... iaatIo,les in the plair, provide
a feedbact .,.. for emeraency alerts. Monitor ana refine the pIIn.

- Manap the teIecommunicatioDl.,stem wilen iMtaIJed: monitor UIIIF
CODtiau.llJ; ande~ ,.'"Lordl; t8ItIict ICCIII iD,out, ancfbetween
iDteNoaD of the .,.m; ..... the compedbDlty and security of
iDtel"COlllleCllM C?E.

- Enlist law enforcement agencies when vjedmiad~ preserve evidence for
don.-CUrelevant documentation, to avoid compromise and piracy of data,

passwords, etc.
- Secure accea to the physical facilities, cabling, access ports, administrative

terminals, etc.

RESPONSlBnnms orTHE CONSULTANT:

The consultant auppons the busiDeIs owuer iD decidiD& what type ofeq~nt to buy,
what type of IeI'ViceI to iDltaD, and how to c:on8Iw'e both equipmcniand 1Crvic:es for the
desired ~tioDaJ emironment. It is the co......t'. respOnIibiJity~t1yto act in
place of the OW8.r~ ~,the ac••llIt'" the _-.... tile owner.
Trusted for special eapertiIe, the COIIIUItaDt _,... hflhllJllOlll hiIIIIer'priorities the
establishment of a IBCUre teJecommUllic:aIioal emironment. This req1llrel that the
consultant be very aware of any fraud implications~ the system being
recommended, and enaure that others iJwoM:d (YeDdors, inltaDauon technicians, etc.)
meet or exceed the levels of securi~needed. The consultant should take steps to ensure
that security is cared at the time of mstaDation and into the future.

.....1
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Additional support efforts are appropriate:

- U1lCIemaIMI._1_fraud .,......~1IId1mowhow to minimize, if
not~t,~ ill llieI. ... enviroIuJIent.-CoDIider.....,1eatureI , ..--ration ::/a.uipment, and

. detailiD _",_the owaer ~ fA tile t1aaJ~tion.
- Undenta1ld how featllrel iD _1DcII dIlnance carriers' services can be

used to enhanc:e the security of the equipment.
- Be JmowIecIpIIIIe ofaDd m.a the OWHI' IIW8I'e of adjunct equipment that can

help prevent and identify abuse.

RESPONSDIUl'IIior1HE MLJ:S AND INftAUADON I'IRMS:

The sales aDd ... lilll firms, IN,..., ~de cmaoinI service and
maiDteD8Dce of die (.1IE, IbauId ads, tbe biIIIneIs owner about the risks
and wlnerabDities of the equipment. WbiIe 1UUIi'. the value of the system's features,
the sales agents should make known the cIaqen of toD fraud.

Additional support efforts are appropriate:

- Be ca..'.••..., whb die~'a '.I"a.. iIIcIudiDI tboIe ..bject,toC08lpllD.' abuIe, mcb u DISA, .......... ports, least COlt routingfa....., ..
- Identify aDd chMp aD)' cIefatdt......wuttoIlCCIII to features and facilities

that are subject to compromise ad abule. Secure such replacement codes with
respolllible ......ment persoDDel.

- Deactivate featw'el that are not needed, with the full Imowled,e of the customer.
- EstHIiIIa..." .y I'IItrictioM, such U DO acceII to international calling at

night and on weebnds.
-Restrict.....'faciIitieI(WATS, p1IbHc....-t "cIiaI9") and estabHsh calling

privilegeallimits (internal, local, domestic, iatematioDal) u appropriate.

~~n'.'IU_AL"'PiJor"GlNALANDADJUNcr. . AND MARKlTDS or DCONDAaYI RDlJDISIIED
EQUIPMENT:

These indlDtry 1. pJ'J a special role in jAUWI•• the iDcIuttry from toD fraud.
1beIe maDl _ de¥eIoP aad depIaf.... aDiI.ediYe security protections
tocom~ tile~tekico~tea...~ by busmesses. In
mauy cues custa..... not aware at1M..larlUCh proteCtIons ud do not request
them. They are aa.~ of the wInenbiItiIs ofan unprotected system and of the
dogged drM of the .... to find new PBX. to abUle.
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AdditioDal support efforts are appropriate:

-Lilt.· iD Willi ,._.CUItOI.. •• file II. ,...tNatmeDU dlat are neceaary to
~EIIl'l alllX l I.

_Sbip : t1aat ...., RIDJVe default passwords
tn::. DISA, 10 tIIlIt II· III n eIIiIy 8cceII them.

_Sean ia Wiidle,dlat the CUIt* ..,. c:l.dIe lJIteID's capabilities and

_~~ CQDtactllUlllben ~ to use in cues of compromise
and abuse.

- Make 1IJlIAdoI to the aB', caotnIIIIIt........r more secure than a
diaJ-up with.' default pulwonIL PGI'..pc update the customer's CPE
thr'cRIIIa GI' , ...

-Care lor the IeCUrity and=~ do MjuDct aad refurbished equipmentwidlo.-_.~..... tbeCUIIODWiDetwOl'k.
-Educate the e.tomer thormiPlJ, .....support for user groups, etc.

RESPONSIBILiTiES 01' 1'BE LOCAL TEI..EPIIONJ: COMPANIES:

The local te.~... COIII~ (LBCa) a ..~tiDa role fcx. euatomen who
chooIe t.beir owaPIII: .-CPS. The urea .,_ ...--a euatomer is
plan.... Nor L80I ,.....r __ ~"'IIIIbaI.pmeatthat is
8vailabJe to m owners. However, tbey call beIp to com_t fraud tiy promoting an
heiPtened lIOCUrity c.eem aDlODIaB tbeir~

Other suggested efforts include:

-ConchJct.......... ecIuatimI dill., _bID i.ertJ, addreMi..end user
groups, boJcIaI traininI semiDIn, etc.

-8.......... tiS I...........dillelnee 00fDJJ8IIie*, equipment
_~~.__toecluc8te~

:~-==~.=...._~~~l
-z::,~:.=.r.::==:;.=;;:::.~==)IO

the~ of toD fraud, so that theIe staffs can better support busiaeIs owners who
are Vldi-'i-i.

-Deploy..............'{.....' donaI Direct Dial BJocIdng)and"._:.•' .iafoniadoa__.c.IIf _temer~t
.............ad ~~kmofti...ma.
-~ ~ ~tentiaJfrauc1p8ttems

(locaI _ tiiIJMI,..) .....,.~.
-J;1pmd traM ....,.... a ....'dayl24 hourbesis.
- CoDtDn. the ..of IeCUrity ItaIi to support Jong distance company
~ aJId customer inquiries.

- Cooperate with Jaw enforcement agencies in education, investigation, and

-c;~~tation for federal and local reaulators, in support of
guidelines allowing timely and responsive security efWrts in cases oJ toll fraud.
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RESPONSlBWTiES OF THE LONG DISTANCE COMPANIES:

TheloDldilUlaoe ~) ......: •._ .-.orb that bear .. brunt of
taD frauCi, t CaDsare"diN_ to~ de"._DIII. IXCs

=:C:n~ty~lans~ aJsowidlcana=fra~~~~C::ns~
education~ campaigns to all customers.

Other suggested efforts include:

-Perform IIelWOIt 8IOIIitOriDI...c .... _ ...directed to international
destinations, to identify suspected fraud~

-Alert tbeir _1 vcr coatael 06», operator services, repair,
saJeIIIe ) to.,....of..,.... • tIIat 1tatfs can better support
bl Off_.,.are vic""'.....

-Ind..iD...........=:......QII..~tion~twiIIalert CUItOIDen to network~ ••t protections.
- Continue the .. ofsecurity stall to~ CUItOIIler inquiries.
- Cooperate with law enforcement apDdeI in education, investigation, and

prosecution efforts.
- Develop cue documentation for federal aDd local relUlators, in support of

guideJirla aIIowiDI dmely aDd reIpGIIIive IeCUrity efforts in cues ofton fraud.

RESPONSIBlL1TIII:S 01' :DG1JIATOU:

Reptors~ a c:ridcal talk in lM.'... the IIIIIbt acta and reacts. In the
case of toll" hod, ,.wators should reco...- that it; COltS the teJecmmmmjcations
industry (and ultimatelY consumers and ....boJders) billions of dollars annually. Those
best able to combat hud should be ~red to take timely and effective steps to
minimize its incidenc:e aad severity. In ............1011 ,uicleJines JDiIbt appear to

prevent .LECs and/or, IX,Cs from... :',~='~.fra,uders. in a time~ .manner..Compames that ~.ICI'OII.~""aN__ IUbject to~ rules
.that (lO:lIot reflect tie reMItieI of .,.-ltk", toll fraud. CQnfUIion over
rules coverinJ-coIecdfa aDd security aetivitieI aDows defrauders to stay on the network.
Regulators mould act to clarify such area. ~ .... .. ~ . _ ..
Additional sloJlFltions are:

.. -'ZF:.Ie - jurisdictions ( e.a,~NARUC, the FCC) to stanclrize
_~_ re tiona Uuat allow timely ande~ responses apinst-to)) fraud.

- ert C1IItOJDIrI.*....~.......... about the vulnerabilities of to))
- fraud and tbeir responsibilities to take etrective precautio~

- StilQulate efIec&ite .lItion pu1Iilt '.. tal fraUd, IDd promote its enforcement.
-ADow I..1!Oto'"~ bOth"'n it is established and after installation

-::"~L~ciooperate in combatinl to)) fraud
through the excbange of customer information. .
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RESPONSDILl.TIBS or LEGISlATORS:

5.. ton he!p:CII:: tile teJeo.wm
........-0.....,..t m.·~~.... to the drive ~f............. Itit.M.lrsl '''.,_a~.''omaentm

wIllS. .~, . __vice~ _ .... tbeir tuB itiDs to the pI'eNeJltion,
det.eedon, ... de.)... c6. toI fraud, .... $ "" that toD fraud is a profeaionaJ
endeavor that COIItimuIIIy adapts.

Other stepS are:

- Create no anti-fraud mandates tIIat J* ..-of tile industry~t each
other, or tIat...ODe I••ntto.....1IIpC8ibIIIty for COIltI'IfhJtiDg to the
solution.

-Create iDcIadl. _the iDd.., ,eIy..... tbe problem.-Support_., .'tIIe ~ ilurll••ID*~so.that they
are elJlP(JWend to punue aad 1.1••1~....OftoB fraud.

-Amenddie.... cOdes to r...-e the refattie impuDIty eDjoJed by those who
eDJ8F in toll fraud 81 a pI"1JtI......

RESPONSlBD.J'ru:s 01' INStTRDS:

1DIurers ~ it. by iDchxIiaI ClCMnp for,.toD
fraud liability hi their product ~'IarIiaI. ~can coatribute peatIJ to·· the
education ofbusm- CUItOIDers bY diIrt=3........~ rekteil to .. fraud,
together or separately with other ritk --. tilt.......,. aD buIiDeIIeI cc.idet.
Packaginl and~ toD fraud UabiIity~ dordabJy (jet profitably) wB1 prompt
businesses to ...~ precautkjM. TbII, in tum, Will reituce the fnddince Of
remote acceu fraud.

RESPONSlBWiii801' BND usaGaotJPS:

Trade.~ tII__~"'''..,.~ caD also broadellt that toll
fraud is a sip" ,.. •. I!tIcIIdcm fiom -many sides wiD reDllxce the
~ for ~".Idkln. 1JIer~ Ire~ valuable in tbiI mode.
Frequently, they are atipecl by their ... Of • IinIJe tedlnOIo&Y or a sinIJe vendor.
ConSequently, they can readily share both neptiYe experiences and eft'ectjyi remedies.
These groups can also provide the "critical mas" needed to stimulate development of
new technoIOIY.

RESPONSlalUilDOI' lAW BNPOIlCDtBNT AGENCIES:

While toD fraud :I:.".. 81 ••",•• a_, or ODe of.. preMi.. priority for
prosecution,~ 1.1, the~ 1M 11III..1~ daDe to buIineaes by
telecommunicatioDs defrauden. _'«p'" ........... state laws varioUlly define
telecommUDicadoM.... &lid ~enforceaaent ~iIities in manyo~tions.
It is important that this diItiibutkm not hinder timely ~tions arid effective
enforcement. Police officers should cooperate across jurisdictions to inveItipte
suspected cases, and diltrictattomeys lhouJa prosecute cases to deter future toD fraud
and gain restitution for vietimiud businesses. The enforcement community can also aid
the essential educational effort through its own support of end user groups, business
councils, etc.
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November 30, 1993

Attached is an advanced copy of a position
paper titled, A Cgoperatiy. Sglution to the
Fraud that. TaJi&Wt.. Tll.eM Sy.t... This
document was dweloped by the Toll Fraud
Prevention Cc:.aitt_ of the NOF. Unlike most
of the documents developed by this group, this
paper is int.nded to have a large
distribution. As a result, the caamittee has
suggested that this paper be forw.rded for
distribution to the CLC membership.

It is obvious that a great deal of work aDd
cooperation went into the development of t~s

paper. The CLC ~ers should recognize .their
TFPC particiPants for their efforts.

CLC CClIIIIlittee Members, OBF &: ICCF

~or.
,i aret Bumgarner

Position Paper

TO:

FROM:

SUBJECT:

Carrier liaison
Committee

Paul Hart
Vice Chairman

Morgaret Bumgarner
Chairman

Alliance for Telecommunications
Industry Solutions

- --- --~ ~ ~--- -- -- --".- -

1200 G Street, N.W.
Suite 500

Washington, D.C. 20005

202-434-8846
FAX: 202·393·5453

... ....-, ­
~- -... - - ..- - .- -- -~ -- - .&. --..... ._ ... -

Harry Miller
Secretary
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November 30, 1993

Attached is an aclvanced copy of a position
paper titled, A CAPpeati" Solution to the
FrAUd that TNVAC" Telecom SYlt_ . This
document was developed by the Toll Fraud
Prevention C~ttee of the NOF. Unlike most
of the documents developed by this group, this
paper is intended to have a large
distribution. As a result, the call1'littee has
suggested that this paper be forwarded for
distribution to the CLC membership.

It is obvious that a great deal of work and
cooperation went into the development of this
paper. The CLC members should recognize ,their
TPPC participants for their efforts.

CLC Caanittee Members, OSF & ICCF

Ti~;ors

¢ret Bumgarner

Position Paper

TO:

PROM:

SUBJECT:

Carrier Liaison
Committee

- ­, -- -­.-. -~-- -- -- --,
.- -
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